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CAUTIONARY NOTICE TO THE PUBLIC

Fraudulent Representations of A.K. Group via Social-Media and other unauthorized channels

It has come to the notice of A.K. Capital Services Limited and its subsidiaries, associates, and group companies
(collectively referred to as A.K. Group) that certain unscrupulous individuals and entities are fraudulently claiming to be our
representatives. These impersonators are:

(a) Creating ads on social media to lure investors to join WhatsApp groups and offering investment tips with promises of
guaranteed and unrealistic returns.

(b) Sharing unverified stock recommendations through social media, calls, and other unauthorized channels.

(c) Misusing our SEBI Registration Numbers

(d) Providing training sessions or courses for trading in stock markets.

(e) Misleading investors by using fake claims of being registered with the Securities and Exchange Board of India (‘SEBI”).
(f)  Falsely displaying details of the A.K. Group, including our Director, Mr. Vikas Jain to deceive the public.

These activities are completely unauthorized and are aimed at misleading investors, causing financial losses.

A.K. Group Clarifies:

(a) Wedo notprovide equity and/or derivatives advisory services.

(b) We never promise or guarantee returns for any financial securities or give stock / fixed income securities tips
through any platform.

(c) Weonly deal with registered clients and communicate through official channels.

(d) We are not associated with any public WhatsApp or Telegram groups, such as “M20 AK Capital Services Ltd Exchange
Group, 56-4 AK Securities Group Dreams Set Sail” etc.”

Protect Yourself: We request you to exercise utmost caution and urge the public to:
- Ignore and block unsolicited calls, messages, or social media posts offering investment advice.

« Not click on any links inviting you to join any WhatsApp or chat groups as it could also expose you to malware or phishing
attacks.

< Avoid sharing any sensitive information, such as bank details or login credentials, with unknown persons.

«  Always verify the identity and registration status of anyone offering you an investment opportunity.

« Enable DND services & report fraudulent numbers to Telecom Regulatory Authority of India (TRAI)
(https://sancharsaathi.gov.in/sfc/).

« Report suspicious activities to NSE (https://www.nseindia.com/regulations/unsolicited-messages-report), or BSE
(https://www.bseindia.com/attention_investors.aspx) or SEBI.

*  Report such matters to your nearest Cyber Crime Cell or register a complaint online on https://cybercrime.gov.in/ or
contact the cyber cell helpline at 1930 for appropriate action.
« Do notentertain emails that are not originated from our official domain, "akgroup.co.in".
For concerns related to fraudulent impersonation of A.K. Group, contact us at: compliance@akgroup.co.in
) Disclaimer : AK. Group disclaims all liability for any loss arising from unauthorized or fraudulent
E| .’i":q |E| representations. Always verify the authenticity of any communication claiming to represent us.
F"'%cl-'_'i" -~ | Issued in public interest by: A.K. Group: Corporate Office: 601-604, 6th Floor, Windsor, Off CST Road,
éi.l:.'é ?' Kalina, Santacruz (East), Mumbai-400098. Official Website: https://www.akgroup.co.in/.
-—* J Investor Awareness material may be accessed scanning QR Code:
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